
Using a Computer pt.1 



1. Mouse & Keyboard
2. Connect to Home Wifi
3. Internet Speeds
4. Internet Terminology 
5. Browsing the Internet
6. Online Accounts & Passwords



Keyboard and Mouse Skills:

● Using a mouse practice clicking and scrolling
○ pbc.gov/mousercise/mousercise.htm

● Typing Lessons
○ https://www.typing.com/student/lessons

● Typing Games
○ https://www.typinggames.zone/

● Practice Typing while reading a book
○ www.typelit.io



officemastery.com/mouse/



How to Hold onto a Computer Mouse by Alter Ergo
https://www.youtube.com/watch?v=K-k0vvEMsD0



Minimum value 
to make a 
connection. 
Cannot count on 
a reliable or 
sufficient use.

Mostly sufficient.

Online 
messaging & 
email usage.

Good to use.

Basic web, 
messaging and 
email usage.

Standard video 
playback.

Best use.

Basic web, 
messaging and 
email usage.

HD video 
playback.

Video Calls



Wi-Fi Signal Strength is the local road 
between your device (laptop, phone, etc.) and 
the internet router connection. 

A strong signal means the "road" is in good 
condition and free of traffic or obstacles, allowing 
data to flow smoothly to your device.



www.speedtest.net/about/knowledge/how-much-speed-you-need





How Much Internet Speed Do You Need?

https://www.consumerreports.org/electronics/internet/how-much-internet-speed-do
-you-need-a1714131782/

Households of 2 - 4 people

100 Mbps: go online , email, and online videos.
—
200 Mbps: go online, email, online videos,and video calling.
—
500Mbps: go online, watch videos, email, video calls, and moderate file 
downloads.(1GB - 100GB)
—
1Gbps: Limitless unless more is needed for broadcasting video. 
—
Consumer Reports - Internet Speed Calculator



Computer Symbols & Icons
https://www.computerhope.com/issues/ch001801.htm



Connect to Home Wi-Fi parts 1 - 3

https://www.howtogeek.com/779034/how-to-connect-to-wi-fi-on-windows-11/

1. Click on the quick 
access area

2. Click on the arrow 
next to wi-fi icon

3. Click on the name of 
your desired wi-fi name



4. Click on Connect
5. Enter Wi-Fi password

then click NEXT

Connect to Home Wi-Fi parts 4 & 5



Internet Browsers

Chrome = Google, needs to be downloaded from website. 

Edge = Microsoft, already installed on Windows 11.

Mozilla Firefox = Mozilla Foundation, needs to be downloaded from website.



Internet Terminology
🔹 URL (Uniform Resource Locator)

The full address of a page, including protocol, domain, and path.
 Example:
 https://example.com/about

🔹Server

A computer that delivers web pages to users.

🔹 HTML (HyperText Markup Language)

Defines the structure and content of web pages.

🔹 Firewall

Filters incoming and outgoing traffic to block malicious activity.



1. Passwords 101

2. Steps to Password Recovery

3. Password Manager

4. Two Factor Authentication aka 2FA

5. Scenarios





Never use this info in passwords:

Birthdays

Names
- Pets
- Spouse
- Parents

Dictionary Words

Phone Numbers / SSN

Movies, TV Shows, Celebrities, and famous quotes. 



What makes a good & strong password?

● 12 to 25 characters

a. Upper & Lowercase letters
b. Numbers
c. Symbols

Unique > Length > Complexity

football97         = Weak

Football97Tigers15         = OK

@FootBall97*Tigers%           = Good

@Foot9Ball7*Tigers2Y%       =  Great

@FtBl97*Ty21%                    = Fantastic but forgettable

● Do not to use the same 
password on multiple online 
accounts



Use a ‘Passphrase’: Easy to Remember 

A passphrase is a password composed of a sentence
 or a combination of words.

You can add complex characters like symbols or numbers to 
make it more secure. You should use a phrase that has some 

significance or meaning to you.

“Where’s the beef?
WhdTYb33f?



Use a different password for each login

Add a unique code to your base password to 
distinguish between accounts / sites

Example Base Password Unique Code        Password

Gmail       Ronald!123$        GMA         Ronald!123$GMA

Facebook   Ronald!123$         FAC         Ronald!123$FAC



Change can be good!

Change your 
password every 
 6 - 12 months.



SECURITY QUESTIONS & ANSWERS

Here are examples of some common security questions:

● In what city were you born?

● What is the name of your favorite pet?

● What is your mother's maiden name?

● What high school did you attend?

● What is the name of your first school?

● What was the make of your first car?

● What was your favorite food as a child?

● Where did you meet your spouse?

YOU DO NOT HAVE TO PUT THE REAL ANSWERS 
WHEN MAKING THE SECURITY ANSWERS

Q: Name of your favorite pet?
A: BellaTheCutestDogEver!

Q:Make of your first car
A: 2055HoverCar?

Q:Where did you meet your spouse
A: @NightInNewYork



Password Management
What to Document in Password Log

Website Name:

Login Email:

Username:

Password:

Notes:

● Is credit card on file?
● Is there downloadable content?
● What is the account for?
● Linked phone number

Organize by A - Z 



Website Name: Amazon.com

Email: jsmith@gmail.com

Password: Kelvin&Hobs2013ComicBooks

Username: JSmith

SQ1: what was your second car?

SA1: 2003Toyota

2FA: Text to cell phone

Phone # 440-300-200

Credit Card: xx-9781

Password recover email: smithrecovery@yahoo.com



Forgot Password?
1. Go to the website login page

2. Click “ Forgot Password”

3. Enter the email associated with 
that online account.

4. Check your email for a “Change my 
password” online button or link.
a. If not a button or link 

i. Look for a line of numbers



https://www.businessinsider.com/guides/tech/how-to-gmail-password-reset



PASSWORD RECOVERY :
EMAIL

Make a second email dedicated to forgotten password recovery

Rule 1: It must be from a different company than the email your currently using.

Rule 2: Don’t make the recovery email your first and last name @ something.com

Rule 3: Check and log into  this recovery email once a month at least.

My email address:

SamRains@gmail.com

—-----------------------------------
Recovery email address

SR0920@outlook.com
               OR
MissingSR@yahoo.com



1. We have 2 emails
a. One is our main email and another for recovery of our passwords.

2. Made strong & unique passwords with security questions.

3. We have our passwords written down & recorded. 

4. Passwords are organized in our records.

5. All your passwords are memorized & easily accessible if not.



The Problem with Passwords

1. Too many to remember

2. Reusing the same 
password for different 
online accounts is simple.

3. Giving someone else your 
password isn’t secure.

4. Keeping up to date with 
your passwords is a chore.



PASSWORD MANAGER

A computer program that allows users to 
store, generate, and manage their passwords 

for apps and websites. 

A password manager assists in generating 
and retrieving complex passwords, storing 

such passwords in an encrypted database, or 
calculating them on demand. 



Top 6 Password Managers



YouTube Channel: All Things Secured

YouTube Video Name:
What is a Password Manager? Simple Explainer & Setup Tutorial



YouTube Channel: Cyber News

YouTube Video Name:
Are password managers SAFE? | Best password manager picks

OPINION

You are better off using one than none at all.
&

Sticky notes and loose paper are not good at 
organizing passwords long term.



Will you use a password manager?

IF NO IF YES

Keep your physical password 
logbook & memory up to date.

What to Document in Password Log

Website Name:

Login Email:

Username:

Password:

Notes:

● Is credit card on file?
● Is there downloadable content?
● What is the account for?
● Two Factor Authentication account
● Phone Number

Remember one master password 
on logged in devices

Password Managers

● Store your info on their 
servers aka “ the cloud” 
using encryption.

● 1
● 1

● Multiple devices have  
access to your encrypted 
password manager.

● 1
● 1

● Generate stronger 
passwords for you to use.

● 1
● 1

● Logging into mobile 
devices easier.



How to protect your online accounts incase 
the password has been compromised?



Two Factor Authentication ( 2 F A )



I would like to access my bank 
account. Here is my account 
credentials.

OK. 
Do you have 
your card?

Think of two factor 
authentication as extra 

credential to your 
online account.



Two Factor Authentication
2FA



Two Factor Authentication: 
Flaw of Text Messages

To login enter the code we sent to your phone: Example: Uber

If you don’t have access to your phone 
OR don’t have the phone number.

Say “Good-Bye” to that account.



                       Two Factor Authentication    

Installing the 2FA App / Software 

Desktop PC

   Tablet

     Phone

              Smart Watch

Installing on multiple devices gives you a 
backup if phone is lost or broken.



1. The website will give you a “KEY”.

2. Insert the “KEY” into your 
authenticator app

3. Authenticator App + Website “KEY” 
               = Authentication CODE

4. The next time you log into the website 
you need to enter the password & 
authentication code.

Setting up 2FA app with a website

If your 2FA app is on a mobile 
device you may  asked to use 

the device's camera to can 
scan a QR code.



Authentication Codes

● Require a master encrypted password.

● Can be accessed on multiple devices.

● Better security than text message

FREE     

2-Factor Authenticators 




