
Online Holiday Shopping & Safety Guide



Safe Online Browsing

● HTTP vs. HTTPS
● VPNs
● 2 Factor Authentication
● Dos and Don’ts Online



When you request a 
HTTPS connection to a 
webpage, the website will 
initially send its SSL 
certificate to your browser. 
This certificate contains 
the public key needed to 
begin the secure 
session.The SSL involves 
the generation of shared 
secrets to establish a 
uniquely secure 
connection between 
yourself and the website.





Virtual Private Network (VPN)



Other Internet Servers



Two Factor Authentication 

Letting the website visited know that it’s YOU and not someone else. 



http://www.youtube.com/watch?v=rbo1iFLMZyI


● Turn on privacy settings.
● Secure your internet 

connection.
● Use strong passwords.
● Purchase from secure 

sites.
● Be careful what is 

shared and emailed.
● Keep your information 

up to date.

● Don’t give out your password.
● Don’t connect to unknown 

and mysterious WiFi.
● Don’t using unknown 

downloads from online or 
email.

● Not reading pop-up before 
closing it.

● Not using any password 
recovery options.

Dos       Don’ts



Making Safe Payments Online

Why use a Online Payment Company?
The Safety Stuff

● Adds another layer of security to protecting your credit and debit account.

● Transactions will be logged and tracked with detail.

● Securing PIN number and CVV attached to credit card.

● Transfering funds to other account holders.

● Manage subscriptions and automatic payments.

The Catch
1. Transaction fees and fines.

2. Keeping your payment account SUPER secure.

3. Knowing another terms of service agreement.





Electronic Discount 
Websites.

● New Egg .com
● Microcenter .com
● Tech Bargains .com
● Slick Deals .net
● Groupon .com 

Using Social Media & 
get on Deals

● Facebook 
● Twitter
● Retailers Website
● Sales Apps
● Secondary Sellers


